**S.W.F.S**

**뉴스 스터디 보고서**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **팀 정보** | 2팀 | **이름** | 최유진 | **날짜** | 2022.05.25 |

|  |  |
| --- | --- |
| **뉴스 제목** | MS, 보안 전문가 서비스 공개… 기술, 전문인력 동시 지원 |
| **뉴스 요약** | 마이크로소프트(MS)가 숙련된 전문가와 최신 기술이 결합된 보안서비스 ‘마이크로소프트 보안 전문가(Microsoft Security Experts)를 공개함.  증가하고 있는 사이버보안 위협에 대해 개발자의 부족 현상으로 필요한 기술 확장에 어려움을 겪고 있는 상황을 지원하기 위해 이를 선보임. |
| **뉴스 분석** | [마이크로소프트 보안 전문가]  기술 확장에 어려움을 겪고 있는 상황을 지원하기 위함/  [그 외의 추가적인 지원]  고객 및 파트너의 보안 티 확장을 지원하는 3가지 매니지드 서비스를 선보임.  데이터 전반에 걸친 위협을 탐지할 수 있도록 지원.  헌팅을 위한 마이크로소프트 디펜더 전문가는 보안 관계 센터를 보유한 조직을 위한 서비스. 여러 위협에 신속히 대응하고 상황에 다른 정보와 지침을 제공.  현대화를 위한 마이크로소프트 보안 서비스는 보안 태세를 현대화하고 제로 트러스트 접근 방식을 수용하려는 기업들에게 컨설팅 서비스를 제공. 이미 침해 받았더라도 손상된 데이터가 복원될 수 있도록 지원. |
| **용어 정리** | 제로 트러스트: 어떤 누구도 신뢰하지 않고 늘 확인해야 한다는 원칙을 기반으로 한 보안 모델  매니지드 서비스: IT자원이나 서비스 운영과 관리를 제삼자를 통하여 대행하게 하는 것 |
| **느낀 점** | 갈수록 사이버보안 위협의 방식과 정도가 많이 증가하고 있는 가운데 이에 대응해 세계적인 기업들이 어떤 대응방식을 제시하는지, 어떤 프로그램을 제공하려 하는지 계속해서 확인하고 공부하는 것이 필요하다고 생각했다. |
| **궁금한 점** | 마이크로소프트 보안 전문가를 실행하는 구현 장면을 보고 싶다는 생각을 했다. |
| **참고 자료** | 뉴스 원문: <https://zdnet.co.kr/view/?no=20220518123709> |